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Mobile Money Exercise Sheet

MODULE 2

Exercise 1
Play & Learn Quiz

Estimated duration
10 min

Material
Device with Internet access to clarify doubts
Paper and pen

Instruction
On the next page you have 5 Quiz questions about
online security and safety!

Circle the questions and find the answers with
eplanations on the 3rd page - no peeking!
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1. What is the most common delivery method for viruses?
A. Email
B. Instant Message
C. Internet download
D. Portable media

2. Which of the following would be the best password?
A. MySecret
B. lw2c"tILV
C. Abc123
D. George1234

3. Your sister sends you an e-mail at work with a screen saver she says you
would love. What should you do?
A. Download it onto your computer, since it's from a trusted source.
B. Forward the message to other friends to share it.
C. Call IT and ask them to help install it for you
D. Delete the message.

4. When receiving an email from an unknown contact that has an
attachment, you should:
A. Open the attachment to view its contents
B. Delete the email

C. Forward the email to your co-workers to allow them
to open the attachment first

D. Forward the email to your personal email account
SO you can open it at home
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1. What is the most common delivery method for viruses?
A. E-mail
Email is the most common delivery method for viruses. Cybercriminals
often use email as a vector to distribute malware. These emails can
appear to be from trusted sources, making them particularly dangerous.
Once the recipient opens the attachment or clicks the link, the virus can be
downloaded and executed on their device.

2. Which of the following would be the best password?
B. Iw2c/tiLV

Because it follows key principles of creating a strong password:
Complexity: It includes a mix of uppercase letters, lowercase letters,
numbers, and special characters, making it difficult for attackers to guess
or crack through brute force.

Length: It is sufficiently long, which adds another layer of security. Longer
passwords are generally harder to crack.
Unpredictability: The password doesn’t include easily guessable words or
patterns, which are either common, simple, or related to the user.

3. Your sister sends you an e-mail at work with a screen saver.
D. Delete the message.
4 big risks:
1. Some screen savers contain viruses.
2. Clicking on a malicious link can infect a computer.
3. Email addresses can be faked, so just because the email says it is from
someone you know, you can't be certain of this without checking.
4. Some websites and links look legitimate, but they're really hoaxes
designed to steal your information.

Be safe and enjoy the digital world!




